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Software Aided Ballistic Vulnerability Analysis
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BACKGROUND – AEP 55 Vol. 1 REQUIREMENTS

•

•

TEST PLAN DEFINITION

Determination of the physical 
testing requirements 

PHASE 1

MAIN AREA BALLISTIC 
EVALUATION

Performance of physical tests

PHASE 2

STRUCTURAL WEAK AREA 
BALLISTIC EVALUATION

Performance of physical tests

PHASE 3

VULNERABLE AREA 
EVALUATION AND 

ASSESSMENT

Evaluation of the protection 
system performance

PHASE 4

IDENTIFICATION &
PLANNING

PHYSICAL
TESTING

ULTIMATE ACCEPTANCE 
CRITERION

•

•
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BACKGROUND – AEP 55 Vol. 1 METHOD

•

•
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BACKGROUND – AEP 55 Vol. 1 METHOD

•

•

•

•
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PRONEX ANALYSIS PROCESS

•

• Historical ballistic test data
• Material properties and 

known ballistic 
performance

• Vehicle manufacturing 
detail

• Vehicle cad model 
(protected volume)

• Customer work sessions

GATHER AND REVIEW 
INPUT DATA

• Classification and 
identification of the 
protection areas
• Main Areas (MA)
• Excluded Zones (EZ)
• Structural Weak Areas 

(SWA)
• Preparation of analysis 

input plots (automated and 
live linked to pre-processed 
cad model)

CAD MODEL 
PROCESSING AND INPUT 

DATA PREPARATION

• Assessment analysis model 
setup and calibration

• Perform ballistic 
vulnerability assessment

• Export results and compile 
summaries

BALLISTIC 
VULNERABILITY 

ASSESSMENT

• Review results & determine 
recommendations

• Implement design changes
• Perform further assessment 

iterations and results 
review as required

RESULTS REVIEW AND 
DESIGN CHANGE

IMPLIMENTATION

•
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KEY FEATURES & ADVANTAGES

•

•

•

•

•

•

•

•

•

•

•

•

•

°

•
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SAMPLE RESULTS – SINGLE LAYER PROTECTION CONCEPT ANALYSIS

•

•

•

•

• ° ° °

A

B C
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SAMPLE RESULTS – SINGLE LAYER PROTECTION CONCEPT ANALYSIS
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SAMPLE RESULTS – MULTI- LAYER (ADD-ON ARMOUR) ANALYSIS

•

•

B – GLASS + ADD-ON

E – SWA EXPOSED

A – GLASS EXPOSED

D – BASE + ADD-ONC – BASE EXPOSED F – SWA + ADD-ON
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SAMPLE RESULTS – MULTI- LAYER (ADD-ON ARMOUR) ANALYSIS
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SAMPLE RESULTS – MULTI- LAYER (ADD-ON ARMOUR) ANALYSIS
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BALLISTIC TESTING – MAIN AREAS
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BALLISTIC TESTING – ENGINEERED TEST PIECES
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END
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